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1
Decision/action requested

The group is requested to discuss the provided rationale and agree on the concrete proposal
2
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3
Rationale

The present contribution introduces a use case on collecting Cell and UE data for consumption by analytics function.
Among many others, one of the potential values of thie proposed use case is to address the gap related to 3GPP TR 23.791 [7] where use case "UE driven analytics sharing" (see clause 5.1.13 in TR 23.791 [7]) identified potential value of the detailed UE location and radio conditions information to the analytics produced by the NWDAF, but no feasible solutions have been proposed/selected for normative work, as SA2 was unaware of per-UE data availability in the OAM. The solution 12 (see TR 23.791 clause 6.12) focuses on the use of OAM Provisioning, Performance Assurance and Fault Supervision data, and only mentions "MDT based retrieval of information" without analysing the details of Trace, RLF and RCEF reporting as potential data sources for NWDAF.
4
Detailed proposal

It is proposed to introduce the following content in the draft TR 28.806 [5].
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5
Use Cases

Editor's note: this clause will document use cases (one sub-clause per use case, with potential for additional structure, depending on the number and nature of identified/documented use cases).

5.1
Collecting Cell and UE data for analytics

5.1.1
Goal
Being able to analyse and optimize the mobility management and traffic handling behaviour for on-going sessions is important, as it offers an opportunity to address potential problems before it's "too late" (while something can be done to mitigate them or prevent the problem from happening).
Cell Traffic Trace, Immediate MDT, RLF reports and RCEF reports are the examples of RAN data relevant to this goal.
5.1.2
Pre-conditions
The consumers (e.g. specific instances of MDAS producers, NWDAF) and producers (e.g. specific E-UTRAN or NG-RAN nodes) of data have been identified and are operational.

The data to be collected (e.g. particular call processing events, relevant interfaces, signalling messages and IEs, MDT measurements, UE location information, failure reports) has been selected.
5.1.3
Description/steps
1.
3GPP Management System configures/activates the data producers with appropriate Trace measurement control and configuration parameters (e.g. those specified in sub-clauses of clause 5 in TS 32.422 [3]).
NOTE: For the illustrative purposes of this use case, it is assumed that Trace Job types "Immediate MDT and Trace", "RLF reports only" and "RCEF reports only" have been selected (see clause 5.9a in TS 32.422 [3]) and the information about data consumer (e.g. address, identity) has been provided.
2.
The data producer establishes connection to the data consumer and exchanges the data collection session metadata (e.g. identity of the data producer, nature of the data being collected, Trace Reference).
3.
While the Trace Session is active on the data producer, the data producer performs UE selection (see clauses 4.1.1.6a and 4.1.1.9 in TS 32.422 [3]), receives RLF and RCEF reports (see clauses 4.3 and 4.8 in TS 32.422 [3]), starts trace recording sessions (see clauses 4.2.2.5 and 4.2.2.10 in TS 32.422 [3]), enables MDT measurements (see clause 4.2.2.7 in TS 32.422 [3]).
4.
Periodically, upon the data availability, the data producer sends the collected data to the data consumer. The periodicity and the amount of data in each burst sent from producer to consumer may be standardized, made configurable or left implementation-specific. But the key point here is that the data is being delivered to the consumer while it's still relevant to the analytical task performed by the consumer.
NOTE: The actions described by steps 3 and 4 repeated until the Trace Session is deactivated (e.g. via explicit configuration/deactivation by the 3GPP Management System or if Trace Session requirements such as amount of data or duration have been satisfied).
5.
3GPP Management System configures/deactivates the data producers.

6.
The data producer terminates the connection to the data consumer and potentially informs it that the data collection task has been completed and no further data is expected.

The use case ends upon successful termination of the data collection task.
5.1.4
Post-conditions
The data consumer has the necessary data to perform the analytical tasks. The data (reported per UE) may include, but is not limited to:
-
LTE MDT measurements (see TSs 37.320 [6] and 32.422 [3]) such as:

-
M1: RSRP and RSRQ measurement by UE with Periodic, event A2 as reporting triggers;
-
M2: Power Headroom (PH) measurement by UE;
-
M3: Received Interference Power measurement by eNB;
-
M4: Data Volume measurement separately for DL and UL by eNB;
-
M5: Scheduled IP Throughput measurement separately for DL and UL by eNB.
NOTE: 5G MDT measurements are FFS (pending on-going work in RAN WG).

-
Radio Link Failure reports;
-
RRC Connection Establishment Failure reports;
-
Raw signalling messages (see TS 32.423 clauses 4.13 and 4.29 for additional details);
-
UE location information (see TS 32.423 clause 4.16.2 for additional details).
The specific methods for analysing and/or correlating the captured data, as well as any actions that may be triggered by such analysis are out of scope of the present use case.
6
Potential Requirements

Editor's note: this clause will be used to capture potential requirements (at various levels) derived from the use cases documented in the sub-clauses of clause 4.

6.1
Introduction

The following requirements are potential requirements to be used in the future normative work (as per recommendations clause). The usage of normative terminology should not be interpreted as mandatory in the present document.

6.2
General Trace requirements
The requirements for the Maximum Level and for the Maximum Without Vendor Specific Extension Level (as specified in TS 32.421 [2] clause 5.1) are applicable here.
6.3
Requirements for Trace data
The Trace record requirements (as specified in TS 32.421 [2] clause 5.2) for the following Network Elements and Traceable interfaces are applicable here:
-
e-NodeB: S1-MME, X2, Uu
-
NG-RAN node: NG-C, Xn-C, Uu, F1-C, E1-C
The requirement on Trace Recording Session Reference (as specified in TS 32.421 [2] clause 5.2) is applicable here.
6.4
Requirements for Trace activation
The requirements for Trace Session activation and for starting a Trace Recording Session (as specified in TS 32.421 [2] clause 5.3) are applicable here.

Potential new requirements are:

REQ-TA-001:
It shall be possible to specify the trace reporting method (file-based vs. non-file based) during Trace Session Activation.
REQ-TA-002:
In case of non-file-based trace reporting method being selected, the data producer shall establish the connection to the data consumer upon Trace Session Activation and provide data consumer with information about Trace Session.
6.5
Requirements for Trace deactivation
The requirements for Trace Session deactivation and for stopping a Trace Recording Session (as specified in TS 32.421 [2] clause 5.4) ae applicable here.

Potential new requirements are:

REQ-TD-001:
In case of non-file-based trace reporting, upon the Trace Session deactivation and end of the currently open Trace Recording Sessions, the data producer shall terminate connection to the data consumer.
6.6
Requirements for Trace data reporting
The following requirements for Trace Data reporting (as specified in TS 32.421 [2] clause 5.5) are applicable in case of non-file-based trace reporting:
Trace records should be generated in each NE where a Trace Session has been activated and a Trace Recording Session has been started.
Potential new requirements are:

REQ-TR-001:
In case of non-file-based trace reporting, the same connection shall be used for the reporting of Trace data under all Trace Recording Sessions of the same Trace Session.

REQ-TR-002:
In case of non-file-based trace reporting, a connection from the data producer to the consumer shall be established and information about Trace Session shall be provided to the data consumer.

REQ-TR-003:
In case of non-file-based trace reporting, ASN.1 binary encoding shall be used for the transfer of all Trace data from data producer to the data consumer.
NOTE:
The format and the encoding details will be specified in TS 32.423 [4].
REQ-TR-004:
In case of non-file-based trace reporting, the periodicity and amount of data in each data burst from data producer to data consumer shall maintain the data relevance while minimizing the amount of transport overhead (e.g. buffering at the data producer no longer that 5 seconds).
Editor's note: whether reported data burst periodicity and amount (buffer depth at the producer) needs to be configurable or be implementation specific is FFS.
REQ-TR-005:
In case of non-file-based trace reporting, the data producer shall re-establish connection to the data consumer and provide the information about Trace Session upon unexpected connection termination (e.g. in cases such as re-start of data producer).
Editor's note: whether the cases where data consumer terminates the connection (i.e. "unwanted" data) need special treatment is FFS.
6.7
Requirements for Privacy and Security
The following requirements for Privacy and Security (as specified in TS 32.421 [2] clause 5.6) are applicable in case of non-file-based trace reporting:
[SET-SEC-1] Keys stored inside eNBs shall never leave a secure environment within the eNB. When security key(s) transported on control signalling messages are included in the trace file, the key value(s) shall be removed and replaced with the value "Unavailable".
[SET-SEC-2] Keys stored inside NG-RAN node shall never leave a secure environment within the NG-RAN node. When security key(s) transported on control signalling messages are included in the trace file, the key value(s) shall be removed and replaced with the value "Unavailable".
Potential new requirements are:
REQ-SEC-001:
In case of non-file-based trace reporting, the connection between data producer and data consumer shall provide the data privacy.
REQ-SEC-002:
In case of non-file-based trace reporting, the connection between data producer and data consumer shall provide the data integrity.
6.8
Requirements for managing MDT
The requirements for managing MDT (as specified in TS 32.421 [2] clause 6) are applicable in case of non-file-based trace reporting.
Potential new requirements are:

REQ-MDT-001:
In case of non-file-based trace reporting, ASN.1 binary encoding shall be used for the transfer of all MDT data from data producer to the data consumer.

NOTE:
The format and the encoding details will be specified in TS 32.423 [4].
Editor's note: the support of 5G MDT and potential new requirements related to it is FFS.
6.9
Requirements for managing RLF reports
The requirements for managing RLF and RCEF reports (as specified in TS 32.421 [2] clause 7) are applicable in case of non-file-based trace reporting.

Potential new requirements are:

REQ-RLF-001:
In case of non-file-based trace reporting, ASN.1 binary encoding shall be used for the transfer of all RLF and RCEF reports data from data producer to the data consumer.

NOTE:
The format and the encoding details will be specified in TS 32.423 [4].
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